
La tecnología ThinkShield Extended Detection and 
Response (XDR) protege los ordenadores de Lenovo 
mediante el uso de IA avanzada y el aprendizaje 
automático para identificar y detener ataques 
maliciosos antes de que puedan causar daños. 
La solución también proporciona funciones de 
corrección automatizadas para contener y eliminar 
las amenazas de forma rápida y eficaz. 

ThinkShield XDR 

Soluciones de seguridad de Lenovo  

Protección completa impulsada 
por la IA para tus PC Lenovo  

Postura de 
seguridad mejorada
ThinkShield XDR protege los 
PC de Lenovo de una amplia 
variedad de ciberamenazas, 
incluidos ransomware, 
malware y ataques de 
phishing

 

Menores riesgos
ThinkShield XDR ayuda 
a minimizar el riesgo de 
filtraciones de datos y otros 
incidentes de seguridad 
que podrían tener 
consecuencias costosas. 

IA avanzada 
y aprendizaje 
automático
ThinkShield XDR aprende 
continuamente de las amenazas 
en evolución para identificar 
y detener los ataques maliciosos 
antes de que puedan causar 
daños. Los datos se ingieren, 
correlacionan y analizan mediante 
la IA y el aprendizaje automático.

Menores costes
ThinkShield XDR puede ayudar 
a reducir el impacto financiero 
de los incidentes de seguridad 
y los incumplimientos 
normativos.
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Lenovo no valida el contenido, las normas de seguridad ni el cumplimiento normativo de ninguno de los productos mencionados o a los 
que se hace referencia. Cualquier información proporcionada con respecto a los productos, incluidas, entre otras, sus especificaciones, 
características o cumplimiento, se basa únicamente en la información proporcionada por nuestros partners. SentinelOne y los logotipos 
de SentinelOne son marcas registradas de SentinelOne Corporation.

Los productos y las ofertas están sujetos a disponibilidad. Lenovo se reserva el derecho a modificar las ofertas y las especificaciones 
de sus productos en cualquier momento y sin previo aviso. Lenovo dedica todos sus esfuerzos a garantizar la exactitud de la información 
transmitida, pero no se hace responsable de los posibles errores editoriales, fotográficos o tipográficos que pueda contener. Las imágenes 
se incluyen a título exclusivamente ilustrativo. Para obtener las especificaciones de los productos, los servicios y las garantías de Lenovo, 
visita www.lenovo.com.

Lenovo y el logotipo de Lenovo son marcas registradas de Lenovo. Los demás nombres de empresas, productos y servicios 
pueden ser marcas registradas o marcas de servicio de terceros. 

©Lenovo 2025. Todos los derechos reservados. 

Resolver
ThinkShield XDR acelera la recuperación de amenazas 
con un solo clic o con remediación automática, lo que 

elimina la intervención manual y permite una respuesta 
a gran escala en cualquier sistema operativo.

Automatizar
STARTM mejora las protecciones de IA estáticas 

y conductuales para la implementación en toda la flota 
o en subconjuntos de dispositivos, automatizando 
la respuesta a las amenazas y aliviando las cargas 

de trabajo del SOC.

Analizar
Proporciona información valiosa con los flujos de 
trabajo de investigación y búsqueda de amenazas 

nativos de esta solución

Correlacionar
Supervisa y realiza un seguimiento automático 

de los datos en toda la empresa para reconstruir 
los ataques en tiempo real

Ingerir
Ingiere datos de cualquier origen 
dentro de un solo lago de datos.
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¿Cómo funciona ThinkShield XDR?  

Habla hoy mismo con tu representante local de Lenovo

www.lenovo.com/us/en/software/thinkshield

Eficiencia 
operativa 
mejorada

ThinkShield XDR agiliza los 
flujos de trabajo de seguridad 
y automatiza muchas tareas, 
lo que permite a los equipos 
de seguridad centrarse en 
iniciativas estratégicas. 

 
Remediación 
automatizada

ThinkShield XDR toma 
medidas inmediatas para 
contener y eliminar las 
amenazas, minimizando el 
tiempo de inactividad y los 
posibles daños. Acelera la 
recuperación con reversiones 
de un solo clic. 
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